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It is time to match our brand with the dynamic strides we have made. 
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14th Advanced Forum on 

CYBER & DATA 
RISK INSURANCE 
Coverage, Underwriting and Claims Strategies for Managing 
Privacy/Security, Data and Network isk and Liability 

Featuring Key Insights and Expert Advice on: 
> The Cyber Extortion Plight: Dealing with the Uptick in Ransomware, Spear Phishing, and 

Social Engineering Events 

> Business Interruption and Dependent/Contingent Business Interruption Coverage: What Is It, 
How Is It Triggered, What Is It Intended to Cover, and Can Carriers Respond to the Needs of 
the Insureds? 

> Interaction or Lack Thereof between Cyber, Property, and Crime Coverage: What's Being 
Covered Where and When? 

> Handling of the PCI and Payment Card-Type Breaches 

> View from the Buyers of Cyber Insurance 

> The PHI Breach: Preparing to Deal with a PHI Breach, Ways of Preventing It, and Latest 
on Phase 2 of the OCR HIPAA Audit Program 

> Emerging Threats and New Areas of Coverage: Growing Risk of Security Breaches as It 
Relates to the IOT and Whether or not There Is Coverage under Cyber Policies for the Theft 
of Intellectual Property, the Next Generation Ransomware, and the Cyber Terrorism 

> What Is Available to Small and Medium-Sized Markets in Terms of Coverage and Why 
Smaller Companies Should Get This Type of Insurance? 

> Doing Business with Europe: An Examination of the Implications of the GDPR and the 
Privacy Shield 

> Developments with Cyber Liability Litigation, Handling Privacy Class Actions in Light 
of Spoken Decision, and Recent Developments in Cyber Insurance Coverage Litigation 

Special Cyber and Data Risk Insurance Considerations for Technology and Early Stage Companies 

Insurance Coverage for Lawyers and Law Firms: What Is Covered under a Cyber Policy and 
What under an LPL Policy? 

Inquire about 
special rates for 

groups, government, 
academia, insurers 

and brokers. 

Be sure to also book for Workshops A and B: 

 

Willis Towers 
Watson 

Swett & Crawford 

Swiss Re 
A Fundamentals of Cyber & Data Risk Insurance 

B Negotiating and Drafting Cyber Risk Provisions and Policies 
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G EARN CLE/CPE 
CREDITS 

Continuing Legal Education Credits 

Accreditation will be sought in those jurisdictions • 
requested by the registrants which have continuing 
education requirements. This course is identified as 
nontransitional for the purposes of CLE accreditation. 

ACI certifies that the activity has been approved for 
CLE credit by the New York State Continuing Legal 
Education Board. 

ACI certifies that this activity has been approved for 
CLE credit by the State Bar of California. 

You are required to bring your state bar number 
to complete the appropriate state forms during the 
conference. CLE credits are processed in 4-8 weeks 
after a conference is held. 

ACI has a dedicated team which processes requests 
for state approval. Please note that event accreditation 
varies by state and ACI will make every effort to 
process your request. 

Questions about CLE credits for your state? 
Visit our online CLE Help Center at 
www.americanconference.com/CLE  

Continuing Professional Education Credits 

American Conference Institute (ACI) 
egro• will apply for Continuing Professional 

CPE Education credits for all conference 
SPONSORS attendees who request credit. There are no 
pre-requisites and advance preparation is not required 
to attend this conference. 

Course objective: Coverage for cyber and data risk and 
its relationship to the business of insurance. 

Prerequisite: None. Level of knowledge: Beginner/ 
Intermediate. Teaching Method: Group-Live. Advanced 
Preparation: None. Delivery method: Group Live. 
Please refer to the information in this brochure for 
outline, course content and objectives. 

Final approval of a course for CPE credits belongs 
with each state's regulatory board. Recommended 
CPE Credit: 13.5 hours for the main conference and 
additional hours for each workshop. 

ACI is registered with the National Association 
of State Boards of Accountancy (NASBA) as a 
sponsor of continuing professional education on the 
National Registry of CPE Sponsors. State boards of 
accountancy have final authority on the acceptance 
of individual courses for CPE credit. Complaints 
regarding registered sponsors may be addressed to 
the National Registry of CPE Sponsors, 150 Fourth 
Avenue North, Suite 700, Nashville, TN, 37219-2417 
or by visiting the web site: www.learningmarketorg To 
request credit, please check the appropriate box on the 
Registration form. 

AC I 
American Conference Institute 
Business Information in .a Global Context 

This year marks 30 years since the inception of C5 Group. 

30 years 
hosting more 
than 6,000 

conferences 

30 years — 30 years --- 
building a expanding 
network of across 

industry leaders the globe 

  

  

Now in its 14th installment, ACI's acclaimed Cyber & Data 
Risk Insurance Conference is the premier event for insurance 
professionals, in-house counsel, and outside counsel specializing 
in technology, products, pricing, coverage options, prevention 
strategies, and more. 

Learn the latest federal and state enforcemnt and regulatory 
initiatives straight from the federal and state government 
agencies themselves and benchmark your practices with the 
leaders in the industry! 

With the growth of the market and the continuing evolution of technology, it is 
now more critical than ever that you are up to date in the rapidly expanding area 
of cyber and data risk insurance. 

In response, American Conference Institute has developed its 14th installment of its 
acclaimed Cyber & Data Risk Insurance conference. Join us to hear from a highly 
regarded faculty including the Dept. of Homeland Security, FCC, FTC, SEC, U.S. 
DOJ, California DOJ Office of AG, Office of Tex. AG, Bermuda Monetary Authority, 
Endurance, AmWINS, Beazley, Zurich, Aon, Willis Towers Watson, Swett & Crawford, 
RT Specialty, CRC Insurance, Allianz — AGCS, Hartford Steam Boiler, OneBeacon, 
Western World, Liberty International Underwriters, Socius Insurance Services, Chubb, 
CNA, Markel, NAS Insurance Services, Travelers, MG, Swiss Re, and more. 

This is the highest-level event where you can learn about advancements in technology, 
products, pricing, coverage options, prevention strategies and more. Hear from and 
network with the industry leaders about the right coverage options for your company and 
how you can protect data from financial and reputational loss. Compare products and learn 
about pricing policies and new exposures to risk in this ever growing industry. Whether 
you are an insurance agent, broker, risk adjuster, claims manager, and/or counsel you will 
walk away from this event with invaluable information that you can use in your practice 
right away. This conference is your opportunity to hear firsthand the matters of critical 
importance to the booming Cyber & Data Risk Insurance industry. Attend the only cyber 
risk conference that the industry has known and trusted for more than a decade. 

es 

Plus, register for the Pre- and Post-Conference Workshops: 

B Post-Conference Workshop 
Negotiating and Drafting Cyber Risk 
Provisions and Policies 
Dec. 1, 2:30 p.m. — 4:30 p.m. 

Register now by calling 888-224-2480 or faxing your registration form to 877-927-1563. 
You can also register online at www.AmericanConference.com/yberRiskSNF  

A Pre-Conference Workshop 
Fundamentals of Cyber & Data Risk 
Insurance Coverage 
Nov. 30, 7:10 a.m. — 8:30 a.m. 

It is time for a brand, logo and language in keeping with the dynamic 
strides we have made as a company. It is time for a brand that will take 
us forward for the next 30 years. 

C5 Group, comprising American Conference Institute, The Canadian 
Institute and C5 in Europe, will unite under one central brand image, 
appropriately a globe. See how bringing together the power of people 
and the power of information can accelerate your growth and success. 

Our new brand look and language will be fully revealed soon. Stay 
tuned for more exciting changes. 

Join the Conversation 1 @Insurance_ACI #ACICyberRisk Ea Reinsurance/Insurance 



PRE-CONFERENCE WORKSHOP A 
Wednesday, November 30, 2016 

12.,01 aatt. • 
(separate , • • • arate'registriition-requiteegie s ,arzoilVens at7a.inig 

The Fundamentals of Cyber and Data Risk 
Insurance Coverage 
Gregg C. Rentko 
Vice President 
Western World 

Jacqueline A. Waters (Urban) 
Managing Director & Practice Leader 
Aon 

Roberta D. Anderson 
Partner 
K&L Gates LLP 

• What is cyber insurance and why existing insurance may not 
be enough? 
o Why traditional insurance policies such as CGL don't work? 
o Why the current property insurance may not cover direct costs 

of the data breach? 
• How cyber and data risk insurance really work 

o Basics of cyber insurance policies 
o What should insureds expect to see (first- and third-party 

coverages)? 
o What common limitations/exclusions are found? 

• Understanding the language used in the policies 
o Key provisions to look for (coverage, definitions and exclusions 

• Brief overview on guidance from a claim to post-breach costs 
o Types of damages a company may face — direct and indirect 
o Differences in costs, loss mitigation, etc., when a plan is in 

place to handle a breach event versus no plan 
• Coverage options, claim trends, and evaluating risk 
• Pricing and selling and what policyholders should now be 

looking for in a policy 
• If an insured has an indemnification agreement, does that exclude 

coverage? 
• Special considerations for small and medium-sized companies 

Global Sponsorship Opportunities 
With more than 300 conferences in the United States, Europe, Asia 
Pacific, and Latin America, American Conference Institute (ACI) 
provides a diverse portfolio devoted to providing business intelligence 
to senior decision makers who need to respond to challenges spanning 
various industries in the US and around the world. 

Asa member of our sponsorship faculty, your organization will be deemed 
as a partner. We will work closely with your organization to create the 
perfect business development solution catered exclusively to the needs of 
your practice group, business line or corporation. 

For more information about this program or our global portfolio of 
events, please contact: 

Wendy Tyler 
Director of Sales, American Conference Institute 

Tel: 212-352-3220 x5242 
w.tyler@AmericanConference.com  

DAY ONE 
Wednesday, November 30, 2016 

8:00 Main Conference Registration 

ale- to-Chairs' Welcome Remarks 

Jenny Soubra 
National Practice Leader, Cyber, Media & Specialty PI 
Allianz —AGCS 

Hillard M. Sterling 
Partner 
Winget, Spadafora & Schwartzberg, LLP 

835___ Federal and State Regulatory and Enforcement 
!Landscape 

Christopher Lee Joe McCarthy 
Directorate Privacy Officer Attorney Advisor 
The Department of Homeland SEC 
Security

Joanne McNabb 
Travis LeBlanc Director of Privacy Education & 
Chief of the Bureau of Enforcement Policy 
Federal Communications California Dept. of Justice, 
Commission Office of the Attorney General 

Jane Jarcho Paul L. Singer 
Deputy Director, Office of Assistant Attorney General on the 
Compliance Inspections and Internet and Privacy Team 
Examinations (OCIE) Consumer Protection Division 
SEC of the Office of the Texas 

Laura D. Berger
Attorney General 

Attorney, Division of Privacy and Marcelo Ramella 
Identity Protection Deputy Director, Financial Stability 
Federal Trade Commission Bermuda Monetary Authority 

Stephanie S. Christensen Joe Borg 
Assistant United States Attorney, Director 
National Security Division, Deputy Alabama Securities 
Chief, Cyber and Intellectual Commission 
Property Crimes Section 
U.S. Department of Justice 

Moderator:  

Hillard M. Sterling 
Partner 
Winget, Spadafora & Schwartzberg, LLP 

• How are state and federal regulators coordinating with one another? 
• As various agencies are becoming well-versed in security issues, 

they are looking to bring in their own teams to perform security 
assessments — how are companies to respond to this from a risk as 
well as from a cost-benefit analysis, especially if various agencies 
differ in their findings? 

• What type of a data breach are various agencies interested in? 
• What are their priorities? 
• Are they more interested in preparations, risk assessments, 

protocols or are they more interested in what companies are doing 
to solve the problem and provide customers with some solutions? 

• What is their stance on credit monitoring? 

Register Now 888 224 2480 AmericanConference.com/CyberRiskSNF  
a C5 Group Company 
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• Latest on the fines and penalties being assessed by regulators: how 
many of these fines are being seen these days? What is their size? 

• What do regulators want companies to do to prepare? 
• What causes them to bring an enforcement action? 
• What do companies need to do to potentially avoid regulatory 

enforcement actions? 

10:15 Break 

JO.:25iThe Cyber Extortion Plight: Dealing with the 
Uptick in Ransomware, Spear Phishing, and Social 
Engineering Events — Which Way to Go When It 
Happens, the Extent to Which It Is Covered, and Some 
Practical Guidance on Mitigating the Effects and 
Potentially Preventing These Types of Attacks? 

Cristina De Luca Katie A. Kruizenga 
Assistant Vice President, Vice President, Professional Lines 
Professional Lines AmWINS Insurance Brokerage 
Endurance of California, LLC 

Jenny Soubra David M. Lisi 
National Practice Leader, Shareholder 
Cyber, Media & Specialty PI Greenberg Traurig, LLP 
Allianz — AGCS

Randy V Sabett 
Special Counsel 
Cooley LLP 

• Should ransom be paid/not paid? What are the consequences of 
either of these decisions? If it is paid, how does it affect insurance? 
What should cyber insurance cover? Is it a separate element that 
has to be purchased within cyber policies? Should it be sublimited? 

• How to deal with the cost of business interruption after a 
ransomware event: How does the cyber policy respond? Does 
it pay as a business interruption loss? As an extra expense? As a 
cyber-extortion loss? 

• What is/should be insurance solution for the theft of electronic 
funds? Cyber? Crime? Other? Where does it fall now? Where are 
the gaps? Does it need to be a new product or an endorsement 
on an existing product? 

• What may be some of the ways to avoid these types of attacks? 
o Backing up data and updating systems 
o The need for companies to have a proactive security posture 

in terms of monitoring what's coming into the network; The 
need for companies to have a strong people-management given 
that a lot of these attacks involve employee error 

o How often to keep training and how to keep maintaining 
employee awareness? 

Fils,i5lBusiness Interruption and Dependent/Contingent 
Business Interruption Coverage: What Is It, How Is 
It Triggered, What Is It Intended to Cover, and Can 
Carriers Respond to the Needs of the Insureds? 

A. Marcello Antonucci Nancy Adams 
BBR and TMB Claims Manager Member 
Beazley Mintz, Levin, Cohn, Ferris, 

Brett Kreiter
Glovsky and Popeo, P.C. 

Regional Underwriting Manager, 
Professional Liability—Specialty E&O 
Zurich 

• Business interruption coverage 
o Are we starting to see broadening of the triggers? 
o From a policy holder's perspective, what is business 

interruption? What is it intended to cover? Does cyber 
business interruption operate differently than business 
interruption from a property perspective? How is it triggered? 

o From a carrier's perspective, what does the wording look like? 
What is the difference between a system being down versus a 
system being degraded? What sort of information is a carrier 
looking at when analyzing it? 

o How can insurance companies and brokers ascertain what 
insureds want within the business interruption coverage? What 
sorts of failures are insureds looking insurance companies 
to cover and what are insurers willing to cover? Do insurers 
understand how to underwrite that? 

• Dependent/Contingent BI 
o How far can insurers extend this coverage given that a carrier is 

agreeing to cover its insured for the actions of someone else? 
o How is an insurer to evaluate various third parties 

12:15 Lunch for Speakers and Delegates 

:1151Interaction or Lack Thereof between Cyber, 
Property, and Crime Coverage: What's Being Covered 
Where and When? 

Emy R. Donavan Mariah Quiroz 
Regional Head of Cyber, North America Partner 
Allianz — AGCS Thompson Coe Cousins & 

Jacqueline A. Waters (Urban) 
Irons, L.L.P. 

Managing Director & Practice Leader Roberta D. Anderson 
Aon Partner 

Rebecca S. Pearson
K&L Gates LLP 

Senior Vice President, FINEX Cyber 
and E&O Team 
Willis Towers Watson 

• Addressing the need for more connectivity between policies 
• Where has traditional p/c insurance expanded or contracted? 

Where has/hasn't cyber policy stepped up to bridge the gap? How 
can cyber insurance policies better respond to some of the insureds' 
risk from the property damage and bodily injury perspective? 

• Addressing a considerable concern manufacturing companies 
have as bodily injury and property damage arising out of hacks 
are typically outside of scope of what cyber policies cover; How 
is insurance changing to respond to that? Insurers pairing with 
reinsurers to offer coverage to companies that have large facilities 
to cover bodily injury and property damage; 

• How far to extend cyber policies to cover something that might 
be covered under another type of policy? 

[2151Handling of the PCI and Payment Card-Type 
Breaches 

Mark A. Smith Randal L. Gainer 
Director— Professional Services Partner 
Group Baker & Hostetler LLP 
Swett & Crawford

Scott Godes 
Mickey Estey Partner 
Senior Vice President Barnes & Thornburg LLP 
RT Specialty 

Join the Conversation @Insurance_ACI #ACICyberRisk MI Reinsurance/Insurance 



Who You Will Meet 
• Underwriters 

Brokers 

• Claims Managers 

• Product Leaders 

• Risk Mangers 

• Forensic Investigators 

• PR/Crisis Management 
Professionals 

In-House and General Counsel 

Attorneys Specializing in: 

Privacy and Security: 
Technology Risk 

Insurance Defense, 
Coverage and Claims 

Insurance and Technology 
Consultant 

• 
• 

• P.F. Chang's China Bistro Inc. v. Federal Insurance Co. 
o What's the difference between POI fines and assessments? 
o What happens when card brands fine by withholding 

reimbursement? What happens when card brands ask clients to 
pay back for the cost of reissuance of cards to customers? How 
do these costs break down? 

o How should clients try to protect themselves against potential 
fines and assessments? How should they react and whom can/ 
should they contact for help? 

o How does insurance work with fines and assessments? 
• Eustis Insurance Co.'s thiid-party complaint against R-T Specialty, Inc. 
• How are payment card-type breaches to be covered? Should it 

be sub-limited?; Should full limits be offered?; What about the 
policy language? Are insurance companies providing the right 
language to make sure that companies are covered properly? 

• How can retailers make certain that their cyber insurance or 
any insurance pays for losses after a payment card breach? 

3:15 Break 

L:3725iWhat Has Been the Experience so far for the 
Buyers of Cyber Insurance? 

D. Tyler O'Connor Joshua Gold 
Broker Shareholder 
CRC Insurance Services, Inc. Anderson Kill P.C. 

Moderator:  

Carl E. Metzger 
Partner 
Goodwin Procter LLP 

Additional Speaker(s) to be announced 
Check AmericanConference.com/CyberRiskSNF  for this and other 
exciting speakers being added. 

• For those insureds that are thinking of getting this type of 
insurance, what kinds of things are insurance companies looking 
to see in an insured? What type of vetting are carriers doing? 

• What has been the experience so far for insureds that have and 
are maintaining cyber insurance? 

• What are insureds being asked to do by carriers if they are 
renewing their policies? 

• As more companies take on cyber security as an additional line 
item in their budgets, does that impact their cyber insurance 
in any way, i.e., does that make them more attractive? Does 
it make a difference? What is considered a good risk from an 
underwriting perspective? 

• Some helpful hints for understanding when a carrier is more likely 
to cover an incident — what actions or measures can a business 
take to improve its standing in the cyber insurance market? 

425:_iThe PHI Breach: Preparing to Deal with a PHI 
Breach, Ways of Preventing It, and a Brief Examination 
of the Phase 2 of the OCR HIPAA Audit Program 

Nick Economidis Marc Voses 
Underwriter Partner 
Beazley Kaufman Dolowich & Voluck, LLP 

Cathleen Kelly Rebar Stuart A. Panensky 
Partner Partner 
Stewart Bernstiel Behar Smith Traub Lieberman Straus & 

Shrewsberry LLP  

• Preparing to deal with a PHI breach 
• How does one respond to a PHI breach? 
• What are the legal, underwriting, and coverage issues with a 

PHI breach? 
• Role of the HHS' Office of the Civil Rights with respect to a 

PHI breach 
• Are there any effective ways of preventing this sort of a breach? 
• OCR's next phase of audits of covered entities and their business 

associates 
o What has been the experience so far and best practices 

[5:251Emerging Threats and New Areas of Coverage: 
Growing Risk of Security Breaches as It Relates 
to the IOT and a Brief Examination of whether or 
not There Is Coverage under Cyber Policies for the 
Theft of Intellectual Property, the Next Generation 
Ransomware, and the Cyber Terrorism 

Eric Cernak 
VP, Cyber Risk Practice Leader 
The Hartford Steam Boiler 
Inspection and Insurance Co. 

John S. Wurzler 
President 
OneBeacon Technology 
Insurance 

• What new areas are being looked at? 
• How are these new risks being thought about from an insurance 

perspective? 
• As the number of connected devices is increasing exponentially, 

how to manage securely? How has IOT changed the framework 
of coverage? How is it forcing the insurance market to evolve? 

• Is there coverage under cyber policies for stealing of ideas? How 
should it be covered? 

• Responding to the next generation ransomware and new attack 
scenarios 

• Are cyber policies going to cover cyber terrorism? 
o Underwriting challenges 
o Is an official government agency required to certify that an act 

is an act of terrorism? 
o Does cyber terrorism have an element of violence and does it 

truly fit into the criteria of terrorism? 

6.25 Conference Adjourns 

David Cox 
Partner 
Kilpatrick Townsend & 
Stockton LLP 

Sharon R. Klein 
Partner 
Pepper Hamilton LLP 

Register Now I 888 224 2480 I AmericanConference.com/CyberRiskSNF  
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DAY TWO 
Thursday, December 1, 2016 

id45ADevelopments with Cyber Liability Litigation, 
Handling Privacy Class Actions in Light of Spokeo 
Decision, and Recent Developments in Cyber 
Insurance Coverage Litigation 

7.•45 Continental Breakfast 

8:35 What Is Available to Small and Medium-Sized 
Markets in Terms of Coverage and Why Smaller 
Companies Should Get This Type of Insurance? 

David T Vanalek 
Director, US Professional Liability 
Markel 

Douglas H Meal 
Partner 
Ropes & Gray LLP 

James H Kallianis Jr. 
Partner 
Hinshaw & Culbertson LLP 

Mark C. Mao 
Partner 
Troutman Sanders LLP 

Gregg C. Rentko Laura Zaroski 
Vice President Cyber, Management & Professional 
Western World Liability 

Kerrigan Malek
Socius Insurance Services 

Assistant Vice President — Leah Montgomery 
Specialty E&O Assistant Vice President, 
Liberty International Professional Risk 
Underwriters Chubb 

• Are smaller markets still under-served in terms of cyber insurance 
products that are available to them? 

• To what extent more education is needed in these markets as 
to what cyber-type of coverage does and how it is provided? 
To what extent does the complexity of the policies add to the 
insureds' misunderstanding of this insurance? 

• How are smaller markets going to make sure that they are paying 
the right price for insurance?; Where do they look for guidance? 

• Why should these companies get cyber insurance: Understanding 
why it is important to have and its affordability; Understanding 
that their financial bottom line may be at stake in case of an 
event and understanding what the biggest return on their 
investment will be 

9:35 Doing Business with Europe: An Examination 
of the Implications of the GDPR and the Privacy Shield 

Brian T Robb Jennifer J. Daniels 
Senior Claim Counsel, Global Partner 
Cyber and Technology Claims Blank Rome LLP 
CNA Specialty Claim 

Lothar Determann 
Cinthia Granados Motley Partner 
Partner Baker & McKenzie LLP 
Sedgwick LLP 

• What are the operational impacts of the GDPR? 
o Cybersecurity and data breach notification obligations 
o The mandatory data protection officer requirement 
o Consent and cross-border data transfers 
o Profiling and vendor management 
o Codes of conduct and certifications 
o Consequences for GDPR violations 

• The EU Privacy Shield and its impact on the US companies 
• The Network and Information Security Directive (NIS Directive 

and its impact 
• What are some of the more practical ways in which businesses 

can understand various rules in different locations where they 
do business? 

10:35 Break 

• Latest in the types of cases that are being seen 
• What arguments are being put forth? 
• How are courts applying Spokeo? 

o What are the next steps courts are taking on a procedural side? 
On a substantive side, is this decision barring Plaintiffs from 
bringing class actions the way Defendants thought it might or 
is there no effect on litigation at all? 

Recent developments in cyber insurance coverage litigation  
and their potential impact on available coverage for companies  

o State Bank of Bellingham v. Banclnsure, Inc. 
o Travelers Indemnity Co. v. Portal Healthcare Solutions 
o Apache Corporation v. Great American Insurance Co. 
o New Hotel Monteleone, LLC v. Certain Underwriters at Lloyd's 

of London 

.11:45 Special Cyber and Data Risk Insurance 
Considerations for Technology and Early Stage 
Companies: How Is the Risk Profile for These 
Companies Different and Are the Insurance Coverages 
Sufficient to Cover Those Unique Risks? 
Jeremy Barnett Kirstin Simonson 
Senior Vice President, Marketing 2VP, Global Technology 
NAS Insurance Services Travelers 

• How is the risk profile for early stage or technology companies 
different than for more typical businesses? 

• Are the insurance coverages currently available sufficient to cover 
those unique risks? 

1.2'.16 insurance Coverage for Lawyers and Law Firms: 
What Is Covered under a Cyber Policy and What under 
an LPL Policy? 
Andrew Lea 
SVP, Professional Liability Manager 
AIG 

Salvatore &mit 
Head of US Professional Lines Desk 
Swiss Re 

• When is each triggered and to what extent these two policies 
overlap/don't overlap? If an attorney/law firm only has an LPL 
policy, is some sort of a cyber insurance included in it, and if so, 
what does it cover? 
Potential liability of law firms for failing to adequately protect 
client data as opposed to a breach generally — to what extent that 
kind of liability is covered by legal malpractice policies or is cyber 
liability-type of coverage needed for that? 
Attorneys wiring money to hackers — is it covered and under 
what policy? 

1:30 Conference Ends — Lunch for Workshop B 
Participants 

; • 

• 

Linda D. Kornfeld 
Partner 
Kasowitz, Benson, Torres & 
Friedman LLP 

Join the Conversation @Insurance_ACI #ACICyberRisk Ea Reinsurance/Insurance 



• Determining the scope of coverage: 1st v. 3rd party coverage 
• Trigger of coverage 
• Detecting and clarifying uncertainties in the contract language 

• Defining key terms which are most problematic later 
• Significant limitations and exclusions and how to negotiate them 
• Consent and panel provisions 

American Conference Institute, 2016 Choose your Registration. Method 

10% Conference Discount 

15% Conference Discount 

20% Conference Discount 

Call 888-224-2480 

3 — 4 

5 — 6 

7 

8 or more 

805117-SNF :C`Orifeiarice Cod4 

ORGANIZATION 

COUNTRY 

CITY 

TEL. 

0 I would like to receive CLE accreditation for the following states:   See CLE details inside. 

SALUTATION NAME 

FAX 

STATE/PROVINCE ZIP CODE 

EMAIL 

POST-CONFEF1ENCE WORKSHOP B Friday, December 1, 2016 ; 1:3 1p n-436pan,  
t. 

Negotiating and Drafting Cyber Risk Provisions and Policies
• (separate registration required 

regzrtrgtion opens at 2.'15 p.m. 
Speakers to be announced 
Check AmericanConference.com/CyberRiskSNF  for these and other exciting speakers being added 

- - ' • . • 

PHONE: e  ONLINE: 
1-888-224-2480 www.AmericanConference.com/CyberRiskSNE  

0  FAX: 
1-877-927-1563 

EMAIL: 
CustomerService@AmericanConference.com  

0 MAIL: 
American Conference Institute 
45 West 25th Street, 11th Floor 
New York, NY 10010 

"ELITEPASS is recommended for maximum learning and networking value. 

Fill in your Profile 

Special Discount 
ACI offers financial scholarships for government employees, 
judges, law students, non-profit entities and others. For more 
information, please email or call customer service. 

Fee Includes 
The program, all program materials, refreshment breaks 
and lunches. 

Terms and Conditions 

Payment Policy 
Payment must be received in full by the program date to ensure 
admittance. All discounts will be applied to the Program Only fee 
(excluding add-ons), cannot be combined with any other offer, and 
must be paid in full at time of order. Group discounts available to 3 or 
more individuals employed by the same organization, who register at 
the same time. 

Delegate Substitutions and Cancellations 
You must notify us by email at least 48 hrs In advance of the conference 
if you wish to send a substitute participant. If you are unable to find 
a substitute, please notify us in writing no later than 10 days prior 
to the conference date. All cancellations received will be subject to a 
cancellation fee of $350. Delegates opting to receive a credit voucher 
will receive a credit for the full amount paid, redeemable against 
any other American Conference Institute conference in The next 12 
months. 

No credits or refunds will be given for cancellations received within 10 
days of the conference start date. Delegates may not "share" a pass 
between multiple attendees without prior authorization. No liability is 
assumed by American Conference Institute for. changes in program 
date, content, speakers or venue. -American Conference Institute 
reserves the right to cancel any conference it deems necessary and 
will, in such event, make a full refund of any registration fed, butwill not 
be responsible for airfare, hotel or other costs incurred by registrants. 

0 
Complete Payment Details 

Please charge my ❑ VISA 0 MasterCard 0 AMEX o Discover Card 0 Please invoice me 

NUMBER EXR DATE 

CARDHOLDER _ 

ID I have enclosed my cheque for $ _including applicable taxes made 
payable to American Conference Institute (T.I.N.-98-0116207) 

7., -- .. ...,'   
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CI ELITEPASS": Program + Both Workshops $2295 $2695 

101 Program + 1 Workshop 0 A or 0 B $1895 $2295 

0 Program (on site) $1495 $1895 

All program participants will receive an online link to access the conference materials as part of their registration fee. 

0 Please reserve ___ additional copies of the Conference Materials at $199 per copy. 

NO OF EMPLOYEES 

JOB TITLE 

Accept the Terms and Conditions to Register 

0 ACH PAYMENT ($USD) 
Please quote the name of the attendee(s) and 
the event code 805117 as a reference. 
For US registrants: 
Bank Name: HSBC USA 
Address: 800 6th Avenue, New York, NY 10001 
Account Name: American Conference Institute 
UPIC Routing and Transit Number: 021-05205-3 
UPIC Account Number: 74952405 
Non.U5 residents please contact Customer Service 
lorWire Payment Information 

I confirm I have read and understood the terms 
and conditions of registering for this event 

Book your Accominodation 

American Conference Institute is pleased to offer our delegates a 
limited number of hotel rooms at a preferential rate. To book a room 
at the discounted rate please contact the hotel directly and mention 
the ACI Cvber & Data Risk conference. 

JOB TITLE 

ADDRESS 

TYPE OF BUSINESS 

APPROVING MANAGER 

ilringtpg .ajearyi? 

Venue: Park Central Hotel San Francisco 
Address: 50 Third Street, San Francisco, CA 94103 
TEL.: 888-627-8561 
Online: http://tinyurl.com/CyberDataRiskSF2016  

Save the Dates 
ACI Data Breach & Privacy Litigation & Enforcement Sept. 29-30, NYC 
ACI Privacy & Security of Consumer & Employee Information Oct. 13-14, San Francisco 
ACI Cyber Security & Data Privacy Protection January 30-31, Washington DC 



G EARN CLE/CPE 
CREDITS 

November 30-December 1, 2016 I Park Central Hotel 

14th Advanced Forum on 

CYBER & DATA RISK 

I San Francisco, CA 

INSURANCE 
American Conference Institute 
45 West 25th Street, 11th Floor 
New York, NY 10010 

Attention Mailroom 
If undeliverable to addressee, please forward to: 
E&O or Cyber Risk Underwriter/Broker/ 
Claims; Data Privacy Attorney  

Incorrect Mailing Information 
If you would like us to change any of your details, 
please email Data@AmericanConference.com  
or fax the label on this brochure to 1-877-927-1563. 

REGISTRATION CODE 

0 310-805-805117.S 

Can be recycled 

AC I  
American Conference Institute 
Business Information in a Global Context 

 

This year marks 30 years since the inception of C5 Group. 
It is time to match our brand with the dynamic strides we have made. 

See inside for details... 

 

November 30-December 1, 2016 I Park Cent al Hotel I San Francisco, CA 

Inquire about 
special rates for 

groups, government, 
academia, insurers 

and brokers. 

14thAdvanced Forum on 

CYBER & DATA 
RISK INSURANCE 
Coverage, Underwriting and Claims Strategi'es for Managing 
Privacy/Security, Data and Network Risk and Liability 


