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posed a “serious risk of collision,” the 
highest incident rating the United 
Kingdom’s Civil Aviation Authority can 
give.15

C. Property Damage

In addition to the damage to Frank’s 
drone, the drone crashed into the side of 
a house in a residential neighborhood, 
and also nearly collided with a 
commercial airliner. Instances of drones 
colliding with buildings and near-misses 
with airplanes and helicopters are 
becoming more frequent.16 In 2016, a 
man operating a drone crashed the device 
into the Empire State Building.17 And in 
2017, as Seattle prepared for a New Year’s 
Eve celebration, a drone crashed into the 
Space Needle tower.18 Although neither 
collision is believed to have caused 
significant damage to either building, 
those events and other “near misses” with 
airplanes and helicopters illustrate the 
potential for serious property damage.

D. Trespassing and Privacy Violations, and 
Cyber Risks

One developing area of risk associated 
with drone operations is the potential for 
trespassing and privacy violations.19

Frank’s drone, which captured several 
photographs of the inside of the Kravitz’s 
living room, and of Gladys herself, may 
have violated the Kravitz’s right to 
privacy.20 But what about simply 
hovering too low over another’s property? 
To be sure, a person does not need to 
physically enter upon the land of another 
to have committed the tort of trespass – 
causing an object to enter upon the land 
of another can be sufficient.21 Indeed, it 
has been recognized that an intrusion of 
20 feet above another’s land could be 
actionable under a trespass theory of 
recovery.22

In Boggs v. Merideth, defendant 
Merideth shot plaintiff Boggs’ drone out 
of the sky after it hovered over Merideth’s 
property.23 Boggs brought suit in federal 
court against Merideth, seeking a 
declaration that, among other things, a 
property owner cannot shoot at an 
unmanned aircraft operating in airspace 
controlled by the United States.24

Although the court ultimately dismissed 
the case for lack of subject matter 
jurisdiction, it did recognize that 
Merideth could potentially bring state 
causes of action for invasion of privacy 
and trespass in response to Boggs’ suit 
against him.25

Some states also have enacted new laws 
clarifying trespass claims based on drone 
intrusions. In Oregon, a person who 
owns or occupies real property may bring 
an action against any person that operates 
an unmanned aircraft that is flown over 
the property if the operator has flown 
over that property at least once before, 
and the landowner previously notified 
the owner or operator of the drone not to 
fly over the property.26 Similarly, in 
Nevada, a person who owns or occupies 
real property may bring an action against 
a drone owner or operator if that vehicle 
is “flown at a height of less than 250 feet 
over the property,” the drone operator 
has flown over that property once before, 
and the owner or operator had been 
notified that flying over that property 
was not authorized.27 Under the Nevada 
statute, a prevailing plaintiff is entitled to 
treble damages for any injury to a person 
or property, reasonable attorney’s fees 
and costs, and injunctive relief.28

Because of the growing patchwork of 
state statutes and common law 
uncertainties, the risks regarding privacy 
and trespass intrusions presently remains 
uncertain.29 As discussed further below, 
the FAA also has promulgated a network 
of drone regulations that raise the 
prospect of civil and criminal penalties. 
The FAA’s dominant regulatory scheme 
also raises the possibility of federal 
preemption, and thus the scope of 
available state and local drone regulations 
remains uncertain.30

The use of drones by construction 
companies and other professional 
surveyors, which could include the 
collection of sensitive business plans and 
works-in-progress, could also pose a risk 
of data breaches involving personal or 
otherwise protected information that 
implicates cyber insurance.31 So too 
could an insurance company’s use of 
drones to investigate claims or a police 
department’s surveillance and 
investigation of car crashes or home 
break-ins.

E. Regulatory Violations and Penalties

In our hypothetical, Frank did not 
register his drone with any government 
agency prior to using it, did not carry a 
commercial drone operator’s license, and 
did not check whether his drone would 
be flying in restricted airspace. Frank 
also flew his drone beyond his visual 
sightline and likely flew it over other 
people. This conduct raises the potential 

for several regulatory violations, 
including the possibility of significant 
civil and criminal penalties. Under 
current FAA rules, commercial and 
recreational drone users (using drones 
over .55 pounds) are required to register 
their drone with the FAA.32 If the pilot is 
operating the drone for a commercial 
purpose, he or she must also obtain a 
remote pilot airman certificate.33 

According to the FAA’s website, the FAA 
may assess civil fines of up to $27,500, as 
well as criminal penalties of up to 
$250,000 and/or imprisonment of up to 
three years.34

II. Insurance Coverage Implications and 
Industry Response

Under FAA regulations, there is no 
insurance coverage requirement for 
recreational or commercial drone 
users.35 Nevertheless, insurance carriers 
are beginning to respond to the new 
risks posed by drones,36 and it has been 
estimated that the drone insurance 
market could be worth more than $500 
million stateside and $1 billion globally 
by 2020.37 It seems likely that Frank, an 
established architect, would carry an 
Architects and Engineers Professional 
Liability Policy. In recent years, 
professional liability carriers have 
started to amend their professional 
liability policies to include provisions 
governing, for example, the use of 
drones “to cover for wrongful acts 
arising out of data collected or work 
product derived from the use of 
unmanned aerial systems and other 
vehicles.”38 Perhaps in recognition of 
the enormous penalties at the FAA’s 
disposal, this coverage may also include 
enhanced regulatory or administrative 
expense reimbursement, up to $50,000 
per year.39 And as drones are increasingly 
used to gather sensitive business and 
personal information, carriers may need 
to start tailoring their cyber insurance 
coverage accordingly.40

Another burgeoning potential market 
for professional lines insurance for 
drone use stems from the fact that, 
under the current regulatory scheme 
(discussed above in Part I.E.), drone 
delivery services are essentially out of 
the question because they would require 
authorizing !ights beyond the visual 
line of sight for the purposes of carrying 
property for compensation or for hire. 
As a result, several companies which 
governs the use of manned aircraft and




